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Commonwealth’s Motion for Examination of Digital Material Seized from Karen Read 
Pursuant to Search Warrant Issued on January 22, 2024  

 
Introduction  

 
On January 22, 2024 the Commonwealth sought in this court a search warrant for “any 

mobile device capable of communicating and cell phones used by Karen Read (DOB 2/26/80).”   

The search warrant application was supported by an affidavit from Det. Lt. Brian Tully.  After 

review, the requested warrant was issued by Krupp, J.  Pursuant to the warrant, the devices could 

be seized and any data copied, “provided no search of that data will be done absent further 

warrant or order of the court.”  The restriction on copying was consistent with the affiant’s 

representation, ¶ 101, that “no search would commence until such time a taint team or special 

master protocol is agreed upon by prosecuting attorneys for the Commonwealth and defense 

counsel.”   

The search was executed on January 24, 2024 at 1445 hours by Lt. John Fanning, who 

filed a Return of Service indicating seizure of two Apple iphones, one purple with green case, 
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and one white with clear case.   The Commonwealth incorporates the warrant, supporting 

affidavit, and return by reference.1  

The supporting affidavit, ¶83, asserted that the facts set forth therein provided “probable 

cause to believe that Karen Read (DOB 2/26/80) committed a violation of Massachusetts 

General Laws, Chapter 268, Section 13B” (Witness Interference).  ¶84 asserted that the facts 

further established probable cause to believe that Read also violated Mass. G. L. c. 274, §7 

(Conspiracy to Commit Intimidation of a Witness).   

Following the seizure of two cell phones pursuant to the warrant, Special Prosecutor 

Kenneth Mello, having been contacted by Attorney Elizabeth Little, conferred with counsel 

representing Karen Read in the then-pending criminal case concluded, Ms. Read is represented 

by Attorney Steven C. Boozang with respect to the seized cell phones. 

The purpose of this motion and memorandum is to set forth a proposed taint team 

protocol.  In ¶102 of the supporting affidavit for 2482SW0004, Lt. Tully averred that “Once a 

protocol is agreed upon, I will apply for a subsequent Search Warrant to particularize the 

search.”  The Commonwealth will follow this procedure upon this court’s approval of a protocol. 

 The seminal Massachusetts case approving a taint team protocol is Preventive Medicine 

Associates, Inc. v. Commonwealth, 465 Mass. 810 (2013).  The precise question addressed by the 

Supreme Judicial Court in Preventive Medicine was “whether the ‘taint team’ procedure 

authorized in . . . [the specific order of the Superior Court under review by the SJC was] 

permissible under the Massachusetts Constitution.”  Preventive Medicine, 465 Mass. at 812.  In 

holding that it was, the SJC did not purport to say that a taint team procedure was the only 

																																																								
1	For the court’s convenience, a copy of the warrant and supporting materials is attached 

hereto.	
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permissible means of protecting the attorney client privilege during a search of electronic 

documents. Ultimately, the question is whether the search procedure, whatever it may be, is 

reasonable.  See id. at 822, citing, United States v. Ramirez, 23 U.S. 65, 71 (1998) (“The general 

touchstone of reasonableness which governs Fourth Amendment analysis . . . governs the method 

of execution of the warrant”) Bellville v. Town of Northboro, 375 F.3d 25, 32 (1st Cir. 2004) 

(“the Fourth Amendment’s prohibition of unreasonable searches and seizures extends not only to 

the initiation of searches but also to the manner in which searches are conducted”); 

Commonwealth v. McDermott, 448 Mass. 750, 777, cert. denied, 552 U.S. 910 (2007) (search of 

computers and disks storing records ‘must be reasonable’).   “[A] search, to be reasonable, must 

include reasonable steps designed to prevent a breach of the attorney-client privilege.”  

Preventive Medicine, 465 Mass. at 823.   

In a Norfolk Superior Court case, Commonwealth v. Richard Comenzo, the 

Commonwealth had seized an attorney’s computer pursuant to a warrant to search for child 

pornography, and the attorney claimed that his computer might contain privileged 

communications with clients.  Although the case presented a different factual and procedural 

scenario than in Preventive Medicine, the Superior Court initially fashioned a taint team 

procedure closely following the Preventive Medicine model.  In discharging his obligation to 

provide the taint examiner with search terms that would capture information subject to the 

attorney-client privilege, the defendant proposed that the search terms for potentially privileged 

files be “limited” to “any files containing any letters A through Z or numbers 0 through 9.”  The 

investigation ground to a halt, the problem eventually coming to light in a hearing before another 

Superior Court judge who substantially modified the Preventive Medicine protocol.  The 

defendant filed a petition for relief pursuant to G.Lc. 211, §3, which a Single Justice of the 
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Supreme Judicial Court, (Lowy, J.) denied.  The defendant appealed to the full bench of the SJC 

and moved to stay the Superior Court order pending appeal.  The SJC denied the motion, and the 

search proceeded, finding the sought evidence of child pornography; the defendant did not claim 

that any of the files found were protected by attorney-client privilege, and accordingly, the SJC 

dismissed his appeal as moot.  In the Matter of a Grand Jury Investigation, 477 Mass. 1012 

(2017). 

With these considerations in mind, the Commonwealth proposes the following “taint 

team” forensic search procedure for the search of communications and data located on the cell 

phones seized pursuant to the above-entitled search warrant. 

1  The taint team will consist of a Special Master and an “Appointed Forensic 

Examiner” (AFE) who has not been, and may not be, involved in any way in the 

investigation or prosecution of the defendant presently or in the future. Steven 

Verronneau of MWV Multi-Media Forensic Investigative Services, Inc. shall be the  

Appointed Forensic Examiner.  Retired District Court Judge Joseph Macy shall be 

Special Master.2  The AFE and the Special Master shall indicate their agreement to 

the conditions set forth by endorsing a copy of this court’s order and filing it with the 

Criminal Clerk’s Office, Norfolk Superior Court, within 14 days of the date of this 

court’s order appointing them.  These individuals were specifically chosen because:  

(1) they have the expertise to search for and identify privileged communications; (2) 

they will be able to conduct this work physically and functionally separate from the 

																																																								
2	By agreement of the parties and order of this court, Mr. Verronneau serves as Appointed 
Forensic Examiner, and Judge Macy as Special Master, in the pending case of Commonwealth 
vs. Aidan Kearney, 2482CR00043 and 2382CR00313.  Various electronic devices of Kearney’s, 
including cell phones, were seized pursuant to separate warrants as part of the same investigation 
that generated the warrant before this court pertaining to Ms. Read.	
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Norfolk District Attorney’s staff, the Special Prosecutors assigned to this case, and 

any agents specifically assigned to this case; (3) they have not been and may not be 

involved in any way in the investigation or prosecution of the defendant presently or 

in the future. The Special Master shall have no formal or informal contact about this 

case with any police officer, forensic examiner, or ADA who has worked on this 

matter, except for the designated taint team AFE, without prior court approval. 

2  The cost of the Taint Team will be borne by the Commonwealth. 

3  Within fourteen days of the date of this court’s order, counsel for Ms. Read shall 

provide to the court search terms to facilitate the taint team’s identification of 

attorney-client privileged information.  The search terms shall consist of telephone 

numbers and email addresses of the defendant’s attorney or attorneys believed to be 

used in attorney-client communications, and the names of those attorneys.3  The 

defendant may supply additional search terms if necessary.  If the defendant offers 

additional search terms, he shall file an affidavit affirming that the supplied terms are 

those reasonably necessary to identify and protect information protected by the 

attorney-client privilege.  It appears to the Commonwealth that telephone numbers 

and email addresses are not confidential, but in the event the defendant harbors a 

good-faith belief that disclosure of any search term(s) would compromise attorney-

client confidentiality, he may submit such term(s) to the court under protective order 

																																																								
3	The Commonwealth recognizes that in addition to communicating with counsel relative to the 
present cases, she may have had an attorney-client relationship with respect to other matters, in 
which, of course, the Commonwealth has no interest.  If so, the same identifying data—names, 
phone numbers, and email addresses may be supplied.  Under no circumstances should there be 
search terms designed to screen out communications with Aidan Kearney’s attorneys, including 
but not limited to Timothy Bradl.	
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without disclosing them to the Commonwealth, including therewith a statement of 

good cause for each suchterm. 

4  Also within fourteen days of the date of this court’s order, counsel for Ms. Read shall 

provide to the court any passwords or other information necessary to access the 

seized devices, or alternatively, notify the court and the Commonwealth that he 

asserts a 5th Amendment privilege not to disclose such information.   If Ms. Read 

claims a 5th amendment privilege, the Commonwealth may file a motion to compel 

him to provide the information sought under the holding of Commonwealth v. 

Gelfgatt, 468 Mass. 512 (2014).  The AFE may also attempt to access the devices 

without the assistance of passwords. 

5  After review of the search terms, the court shall transmit those that it approves to the 

AFE, noting any that must be kept confidential.  The AFE shall not discuss them or 

disclose them to the Commonwealth without prior leave of the court.  In the event the 

AFE does not receive the terms, or has concerns about the terms, such as over or 

under inclusiveness, the AFE shall notify the Special Prosecutor so that the case is 

brought to Norfolk Superior Court for hearing. 

4. The AFE shall search the phones for privileged communications using search terms 

provided by the defendant and share the results with the Special Master.  The Special 

Master shall review any material identified as potentially privileged and determine 

whether it falls within the attorney-client privilege or whether it is unprivileged.  
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This determination will follow the definition of privilege set out by the Supreme 

Judicial Court.4	

5. The AFE and the Special Master will create a list of each item of data (e.g,. letter, 

text, email, draft document) collected by using the Seach Terms (“the Potentially 

Privileged List”), which list, for each such item, shall (i) identify the potentially 

privileged item through a description of the device on which the data was located 

and the physical sector range on the media at which the data is located.   If 

necessary, additional methods of identifying the location of the data may be used 

(such as date and time), to adequately notify the Commonwealth as to the location of 

the privileged data.and (ii) whether the Special Master concludes the communication 

is privileged.    The AFE shall export the content of the Potentially Privileged List, 

place it in a sealed envelope, and provide it to Ms. Read’s counsel.  	

6. Before any information is disclosed to the Commonwealth, Ms. Read shall have 

fourteen (14) days from receipt of the Potentially Privileged List to file with the 

court any objections to the Taint Team’s determinations.  Such filing shall be subject 

to a protective order, and, subject to further order of the court, shall not be reviewed 

																																																								
4	“The classic formulation of the attorney-client privilege . . . is found in 8 J. Wigmore, Evidence 
§ 2292 (McNaughton rev. ed. 1961):  (1) Where legal advice of any kind is sought (2) from a 
professional legal adviser in his capacity as such, (3) the communications relating to that 
purpose, (4) made in confidence (5) by the client, (6) are at his instance permanently protected 
(7) from disclosure by himself or by the legal adviser, (8) except the protection be waived.  The 
purpose of the privilege is to enable clients to make full disclosure to legal counsel of all relevant 
facts . . .  so that counsel may render fully informed legal advice with the goal of promot[ing] 
broader public interests in the observance of law and administration of justice.”  Commissioner 
of Revenue v. Comcast Corp, 453 Mass 293, 303 (2009) (quotations and citation omitted).  See 
also McCarthy v Slade Associates, Inc., 453 Mass 181, 190 (2012) (“privilege protects 
communications between a client and an attorney that are made in confidence for the purpose of 
giving or obtaining legal advice”); Mass. Guide to Evidence § 502.			
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or accessed by anyone other than the court and counsel for Ms. Read, except that 

Ms. Read shall serve the Commonwealth with a certificate of service indicating the 

filing of the objections.	

7. Final determination of issues of privilege shall be resolved by the court.	

a. If any objections are timely filed, after the court considers and rules on 

defendant’s objections, the AFE shall produce to the parties a list of all the 

data ruled as privileged by the court.	

b. If no objections are timely filed, the AFE shall produce to the parties a list of 

all the data identified by the Special Master as privileged.The “list of 

privileged data” will be provided to the Special Prosecutor so that the 

Commonwealth’s examiner will exclude any data so identified from 

examination during the prosecution’s examination of the seized media for 

evidence.  	

8. If the Commonwealth, in examining the digital materials, discovers material or 

information not identified by the Special Master that it believes may nonetheless 

subject to attorney-client privilege, the Special Prosecutor shall notify Ms. Read’s 

attorney, and the Commonwealth agrees not to make derivative use of any such 

materials subject to attorney-client privilege.  The determination of privilege will be 

made by the court.	

9. The AFE and the Special Prosecutor may communicate in order to facilitate the 

process and arrange for the transfer of the evidence.  However, they may not discuss 

the content of potentially privileged material.  The AFE may not reveal any 
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information considered/determined to be privileged to any member of the 

prosecution team.  The AFE may be required to testify about the process.	

10. Any party may bring this case forward to the court to address any issues that arise in 

connection with the execution of the court’s order.	

 

Conclusion 

Wherefore, the Commonwealth moves that this court approve the protocol outlined 

above so that the Commonwealth may examine the media seized pursuant to the search warrants 

issued by this court. 

Respectfully submitted, 

s/ Robert C. Cosgrove 

Robert C. Cosgrove, Special Assistant District Attorney 
45 Shawmut Road 
Canton, MA  02021 
BBO # 545920 

 
 

Certificate of Service 
 
I, Robert C. Cosgrove, Special Assistant District Attorney, certify that I have served the Ms. 
Read with a copy of the within by e-mailing it to his attorney of record,  
 
Steven C. Boozang, Esq. 
439 Washington Street 
Dedham, MA 02026 
 
on August 28,  2025. 
 
s/ Robert C. Cosgrove 

______________________________________________________________________________ 
Robert C. Cosgrove, Special Assistant District Attorney 
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